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Introduction

Carequality creates a community of trusted exchange partners who rely on each organization’s adherence
to the terms of the Carequality Connected Agreement, Carequality Connection Terms, and Use Case
Implementation Guides. Trust in the community relies on the mutual responsibilities embodied within
these terms but can only be fully realized if participants have certainty that transactions are being sent
to, and received from, the systems of other organizations bound by those same terms.

To ensure this level of trust, any system that hosts an end point listed in the Carequality Directory, or
directly originates a request to such an end point (a “Participating System”), must conform to the
requirements outlined in this Policy, which constitute technically enforceable evidence that the
organization has met the associated criteria for being a Carequality Participating System.

Individual Use Case Implementation Guides may specify different requirements from those outlined in
this Policy and in such a case the Implementation Guide will take precedence.

Definitions
2-Way-TLS: Use of IETF Transport Layer Security with authentication of both end points in the internet
communication pathway.

Policy Binding: Associating a X.509 digital certificate with a given policy environment. See also the Binding
section of this document.

Listed End Point: A web service technical URL hosted by a Participating System that is listed in the
Carequality Directory.

X.509 Certificate: An X.509 version 3 certificate issued to an End Entity. Note that Carequality only issues
one type of certificate, and that same type of certificate is expected to be used by both peers for a
Carequality 2-way-TLS connection.

Subscriber: The person responsible for acting as the sponsor for a Carequality X.509 certificate. The
Subscriber is responsible for secure acquisition, installation, and management of the full life cycle of the
certificate as per the Subscriber Agreement.

Universal Resource Identifier (URI): A method of identifying a resource available via the internet.
Example: https://www.xyz.org.

Certificate Issuance Process

The actual process for issuing certificates by any Carequality designated Certificate Authority (CA) is
governed by its own rules. Certificates are only issued for entries in the Carequality Directory. However,
not all Carequality Directory entries will have their own, separate certificate. See the section entitled
“Multi-Tenant Gateways” for more information.

The initial step in the issuance process is for the Carequality Implementer to prepare a Carequality
Certificate Package as detailed in the Instructions section later on in this document. At a high level, once
the package is securely uploaded to a Carequality encrypted file storage area, it will be reviewed by staff,
then the certificate acquisition codes will be issued to the designated Subscriber.



Carequality Certificate Packages may be submitted by any of the three points of contact listed on the
Implementer’s Carequality Implementer Application, or by any staff member identified by one of those
three contacts as being authorized to submit these Packages. The submission of a Package for a
Carequality Participating System will serve as the Implementer’s indication that the Carequality
Connection is approved to participate in exchange activities via the Carequality Framework, through that
Implementer. Once the Carequality Certificate Package has been received, Carequality support staff will
review the contents to ensure the appropriate requirements have been met, including, but not limited to:

- Confirming that the Carequality Participating System is approved as having satisfied the business
and legal process for being issued a certificate and being listed in the Carequality Directory;
- Ensuring the Subscriber is correctly identity proofed; and
- Determining that the Carequality Certificate Package contains:
(i) the signed Subscriber Agreement form
(ii) the notarized/signed Identity Verification form
(iii) copies of the IDs presented to the Notary during the identity proofing process.

Carequality support staff will then issue codes to the Subscriber so that the certificate can then be signed,
obtained, and installed. Carequality support staff then validates the certificate installation as described
below. Once the Participating System successfully completes any production validation required by the
relevant Implementation Guide(s), it will officially enter into production operational status.

More detailed steps within this general process are subject to change based on experience, technical
developments, and updates to the underlying processes. Carequality will provide additional, up-to-date
information on process details to those who begin the certificate request process. This information may
take the form of a separate document, an online FAQ page, or some other appropriate mechanism.

Policy Binding

Policy Binding is the process of associating a given X.509 digital certificate to the Carequality trust domain.
Policy Binding occurs when the following four conditions are satisfied:

1) The End Entity (a.k.a. server) certificate possesses a Subject Distinguished Name attribute with a
single Common Name (CN) component equal to the Fully Qualified Domain Name (FQDN) of the
Listed End Point;

2) The End Entity certificate possesses a Subject Distinguished Name attribute with an
Organizational Unit (OU) component of CAREQUALITY;

3) The End Entity certificate has at least one Subject Alternative Name Extension type of URI and
value of “HTTP://WWW.CAREQUALITY.ORG/V01”; and

4) The End Entity certificate is issued by the trust chain defined herein.

Note that there may be multiple OU values for any given certificate, but only one of those is required to
be “CAREQUALITY”. There also may be multiple Subject Alternative Name values, but only one of those is
required to be of type URI with a value of “HTTP://WWW.CAREQUALITY.ORG/V01”.



Multi-Tenant Gateways

Carequality Implementers can deploy as either a single-tenant gateway or multi-tenant gateway. In the
single-tenant case, there is a one-to-one relationship between X.509 Certificates, and Carequality
Connections (CCs). In the multi-tenant case, there is more than one CC per X.509 Certificate. Both
scenarios are allowed.

A Carequality Implementer with multiple CCs hosted behind a single gateway, MAY be deployed with only
one X.509 Certificate for all of their CCs. In this case, a single certificate will be issued for that Implementer,
and that Implementer will be entered into the Directory. Subsequently, as that Implementer’s CCs become
ready to exchange, each CC will be added to the Directory, but no additional certificate will need to be
issued since each/all of those CCs is/are behind the same gateway. Stated differently, multi-tenant
scenarios will result in one Carequality Directory entry per CC but will not result in a separate Carequality
X.509 Certificate being issued to each CC.

Server Name Indication (SNI) Support

By Feb 1, 2021 all Implementer and CC initiating gateways must support the ability to initiate requests
using TLS Server Name Indication (SNI) 1.

After Feb 1, 2021 all Implementer and CC responding gateways must:

1) support the ability to successfully process SNI inbound requests even if the responding gateway
does not host multiple tenants OR;

2) establish a TLS connection to the correct virtually-hosted tenant.

Note: The intent of this section is to allow for support of SNI as soon as possible. However, Implementer-
wide coordination is needed for SNI to avoid any interoperability gaps. Thus, no Carequality responding
gateway may require SNI for a multi-tenant environment until after Feb 1, 2021.

Subject Alternative Name (SAN) Use

Carequality X.509 Certificates may use Subject Alternative Names for two purposes. Carequality staff will
automatically set this field as noted in the Policy Binding section of this document via a URI data type field
indicating that this X.509 certificate is for Carequality. A Subject Distinguished Name type SAN field
indicating the Common Name of the certificate Subject may also be denoted, but only if specifically
requested.

1The HTTPS-Only Standard: Server Name Indication (SNI) - https://https.cio.gov/sni/




Trust Chain

Please see Appendix A for detailed trust chain configuration information.

Certificate Filtering

Listed End Points MUST accept any other Participating System messages for which the partner certificate
presented meets the requirements of this policy and passes IETF PKIX validation (is intact, is correctly
bound, is within its validity period, is not revoked, is not on hold, and is signed by one of the designated
intermediate signing certification authorities, etc.), unless the relevant Use Case’s non-discrimination
requirements allow messages to be rejected from a particular sender or group of senders.

All Participating Systems that initiate requests to Listed End Points MUST allow outbound connectivity to
any Listed End Point for the relevant Use Case and that are secured by a X.509 Certificate that is intact, is
correctly bound, is within its validity period, is not revoked, and is not on hold, unless the relevant Use
Case’s non-discrimination requirements allow the initiator to refrain from sending messages to a
particular Listed End Point or group of Listed End Points.

For purposes of communication via the Carequality Framework, and except in accordance with the Other
Uses section below, all Listed End Points must also be configured to accept only certificates that meet the
specifications in this policy and that are issued by the Trust Chain listed above with a Common Name (CN)
consistent with the Listed End Point and with an Organizational Unit of CAREQUALITY. Alternatively,
instead of filtering based on the Subject Organizational Unit, the End Point MAY filter based on the above
chain of trust, plus the Subject Alternative Name, as described in the Policy Binding section of this policy
document. Non-normative: There are other certificates issued by the same Intermediate Certification
Authority that are used for non-Carequality purposes and must not be trusted within the Carequality
framework.

TLS Cryptographic Configuration

All connections between Participating Systems that are subject to the Carequality Connected Agreement
or Carequality Connection Terms MUST use TLS 1.2 or above with mutual authentication as per NIST / FIPS
800-52r1 http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-52r1.pdf. In order to take
advantage of the enhancements available in this version of TLS, TLS 1.2 has been established as the new
baseline for all Participating Systems. Participating Systems are permitted to deploy older versions of TLS
for non-Carequality purposes, but Participating Systems MUST NOT establish TLS 1.0/1.1 connections in
production to other Participating Systems. Participating Systems must deploy a cryptographic subsystem
listed on the NIST Cryptographic Module Validation program, running in FIPS mode as per
http://csrc.nist.gov/groups/STM/cmvp/validation.html or operating in an equivalent mode of production
operation (a “Validated Crypto Module”). Non-normative: This approach is designed to provide
Participating Systems with a migration path that allows those with existing production deployments to

upgrade, in a non-breaking manner, to become conformant with the new version of the Carequality
Technical Trust Policy document version 2.1.

Specifically, Participating Systems using a Validated Crypto Module MUST install, configure, and operate
their FIPS 140-2 Validated Crypto Module in either an approved or an allowed mode, including, without
limit: approved security requirements http://csrc.nist.gov/publications/fips/fips140-2/fips1402.pdf,
approved security functions http://csrc.nist.gov/publications/fips/fips140-2/fips1402annexa.pdf,




approved protection profiles http://csrc.nist.gov/publications/fips/fips140-2/fips1402annexb.pdf,
random number generation http://csrc.nist.gov/publications/fips/fips140-2/fips1402annexc.pdf, and key
establishment techniques http://csrc.nist.gov/publications/fips/fips140-2/fips1402annexd.pdf as listed in
the latest wversion of http://csrc.nist.gov/groups/STM/cmvp/documents/fips140-2/FIPS14021G.pdf.
Participating Systems using an invalidated crypto module must configure their crypto module to operate
in the same manner as a Validated Crypto Module and must disable unsecure or weak functionality such
as 3DES encryption or MD5 hashes.

IP Address Whitelisting

The number of connections afforded by the Carequality Framework and the requirements for most
organizations under Carequality’s Non-Discrimination principle may present significant logistical
challenges for those who would attempt to implement IP address whitelisting for either outbound or
inbound connections. Participating Systems MUST NOT implement an IP whitelist unless fully complying
with the applicable Implementation Guide’s non-discrimination requirements allows the Participating
System to accept messages only from a known, static set of other participants.

Ports

As noted above with respect to IP whitelisting, maintenance of firewall or other connectivity rules
presents significant logistical challenges if done individually for all Listed Endpoints. In order to allow
restrictions on the ports opened, both inbound and outbound, and to avoid firewall maintenance for
individual connections, Listed Endpoints MUST use one of the following ports for inbound services
requests:

o 443
o 4437
e 14430

Participating Systems that originate messages to Listed Endpoints MUST allow outbound communication
on all three of the above-listed ports.

Certificate Revocation and Suspended Status Checking

Participating Systems MUST check each transaction to ensure the end entity X.509 Certificate used meets
the requirements of this Carequality Technical Trust Policy document and is not revoked, on hold, or
suspended before establishing trust. Furthermore, participating Systems MUST support Certificate
Revocation List (CRL) checking. Participating Systems MAY support Online Certificate Status Protocol
(OCSP) responder network service checking. Only valid X.509 Certificates (within their validity period)
should be checked for revocation status. Expired certificates, for example, are normally not listed as
revoked. Expired certificates MUST not be used to establish trust.

Validation

Carequality Support Staff may conduct periodic, limited-scope, security testing to help ensure the security
of the Carequality operational environment. Such testing will utilize technical controls designed to prevent
Protected Health Information (“PHI”) from being accessed during the test, with such controls open to
inspection by Participants Systems’ Subscribers. THIS SECURITY TEST IS NOT A REPRESENTATION OF



PROPER SECURITY CONFIGURATION, nor is it a substitute for a Participating System security audit. Any
identified deficiency will be treated as a business confidential/need-to-know-only disclosure with the
Carequality support staff working privately with Participating System to remediate such identified defects
using Information Security “Responsible Disclosure” guidelines.

Multiple Trust Chain Support

In order to facilitate normal operational changes with the current Carequality PKI vendor, and to enable
redundant PKI vendors, the following policy is established:

a. All Participating Systems MUST support all current trust chains as documented in Appendix A.
Non-normatively: Carequality intends to support multiple PKI vendors for redundancy in the
future. This requirement also facilitates orderly transitions to newer trust chains from the same
vendor as certificates naturally expire or are re-issued over time.

b. Participating Systems’ outbound connections MAY continue to support a single outbound trust
chain for standard operational use, but Participating Systems MUST be able to switch their
outbound trust chain to a secondary trust chain with minimal notice and downtime. Participating
Systems SHOULD automate this process. Non-normative: This is designed to allow PKI fail-over in
the event the primary trust chain becomes inoperable for any reason (such as unscheduled
downtime.)

Other Uses

X.509 Certificates and Listed End Points MAY be used for non-Carequality purposes, provided that the
organization to which the certificate is issued understands that such a use is not supported by Carequality
and that the organization accepts the risk that the system may be subject to downtime due to Carequality
activities such as certificate revocation or directory entry changes. Other uses of Carequality Listed End
Points, and X.509 Certificates, MUST BE for substantially similar uses (such as for exchanging clinical and
administrative data using web services), MUST be compatible with the maintenance of a secure data
center, and MUST only use TLS 1.2 or greater with mutual authentication for all transactions.

The same fully qualified domain name (FQDN) and port combination SHOULD NOT be used for production
Carequality activity and non-production activity of any sort, even if the non-production activity is
substantially similar in other ways to Carequality activity.

Participating Systems are not otherwise constrained by Carequality, and the servers, networking
appliances, and other elements of the Participating System’s deployment environment MAY also be used
for whatever other purposes the organization judges to be appropriate, as long as the support of these
other uses does not conflict with the requirements of this document, any relevant Implementation Guide,
or other Carequality Policy.

Carequality Certificate Package

Carequality support staff will issue an X.509 Certificate upon receipt of a properly completed Carequality
Certificate Package. Implementers requiring their own certificates should submit the package on their
own behalf. For any Carequality Participating Systems requiring their own certificates, the Sponsoring
Implementers SHALL work with each relevant Carequality Participating System to complete and submit
the Carequality Certificate Package. This package contains the information needed for Carequality support



staff to finish identity-proofing the Subscriber, issue a production X.509 Certificate, and allow the
Implementer or Participating System into the Carequality Directory.

The Carequality Certificate Package consists of:

1. Subscriber Agreement form
2. Identity Verification form

The documents in the Carequality Certificate Package should be completed as per the below instructions,
then uploaded to Carequality file share service. Specific information and access will be provided to those
Implementer staff members who are authorized to upload files. Carequality will provision such access for
up to 3 individuals of the Implementer’s choosing.

Implementers and Participating Systems are responsible for maintaining up-to-date contact information
and Subscriber information, along with up-to-date entries in the Carequality Directory. Failure to maintain
correct contact and Subscriber information, particularly if the Subscriber is no longer employed by the
organization, may result in delays in renewing or re-issuing certificates, which may, in turn, result in
production connectivity failures when certificates expire. To prevent this, a Participating System SHOULD
have multiple Subscribers.

Instructions

Per the CA provider utilized by Carequality, all Certificate recipients must complete and return an Identity
Verification form and a Subscriber Agreement form before being issued a Certificate. Industry guidelines
state that identity proofing is valid for a period of 2 years. It's therefore recommended that Implementers
confirm the forms on file for their Subscriber are still valid before requesting a Certificate be renewed.

These forms indicate the person officially authorized by Carequality Participating Systems as the
Subscriber for purposes of receiving and accepting responsibility for the secure use and management of
the Carequality Connection's X.509 Certificate and its associated keys. The Subscriber will be identity-
proofed per NIST 800-63A IAL3 guidelines by a licensed Notary Public and will be required to show the
Notary appropriate forms of identification. Once the Identity Verification form and the Subscriber
Agreement form have been completed, they should be scanned along with a photocopies of the
identification sources (driver’s license, etc.) and the Notary Public’s certificate. This set of files should then
be uploaded to the designated Carequality secure file storage service. After a successful upload of the files
to the Carequality file share, the person performing the upload should send an email to
techsupport@carequality.org with the name of the folder containing the files for this certificate. A
Carequality support staff member will respond with the next steps, which for a properly completed

package, entails providing the certificate acquisition codes directly to the X.509 Certificate Subscriber.

The package will be stored on the Carequality secure, encrypted file system for future reference and
audits. The designated CA periodically audits the Carequality records to assure compliance with their
processes.



Additional items to be aware of:

1)

4)

If the X.509 Certificate becomes compromised, or decommissioned, or otherwise needs to be
revoked, then the Subscriber MUST immediately send an email to techsupport@carequality.org,
which will be acknowledged, indicating that the certificate should be revoked.

In the event of a key compromise, please contact Carequality immediately, 24 hours a day, so the
certificate can be revoked, as described in step #1.

Every 12 months, the signed certificate will expire and need to be re-issued. Carequality
Participating Systems are responsible for contacting the Carequality support staff approximately
3 weeks prior to the certificate expiration to request a new certificate. More advanced notice is
permitted if needed to allow for proper Carequality Participating System internal deployment
planning.

The Subscriber is responsible for ensuring that the X.509 Certificate and access codes are
maintained securely at all times.

Carequality Certificate Package

When returning the initial package to Carequality, please create a new folder on the Carequality file share
in the following format:

- FQDN-port#
- Where “FQDN” is the name of the Carequality Participating System Fully Qualified Domain
Name, and the “port#” is the port that this certificate will be bound to.

Then, under that new folder, please upload 2 files:

- Completed Subscriber Agreement form
- Completed Identity Verification form

An example for a hospital called “HOSPITAL ABC”:

- PRODO1.HOSPITAL-ABC.ORG-443
= 2016-01-01-HOSPITAL-ABC-Subscriber-Agreement.PDF
= 2016-01-01-HOSPITAL-ABC-Identity-Verification.PDF

Another example for an Integrated Delivery Network called “IDN XYZ":

- GATEWAY.IDN-XYZ.COM-443
= 2016-01-01- IDN-XYZ-Subscriber-Agreement.PDF
= 2016-01-01- IDN-XYZ-Identity-Verification.PDF

Appendix A — Certificate Trust Chain Configuration

Entrust Root Certificate

Immediately below is the new Entrust June 2017 Root Certificate (provided for your reference). This
certificate MUST be obtained via authoritative sources (the End Entity certificate AIA field) and SHOULD
be installed in Participating Systems inbound truststores and SHOULD be presented in Participating



Systems outbound trust chain. Please follow IT best practices and validate the authenticity and integrity
of this certificate before using it:

Serial Number: 4A:A8:A6:0D (1252566541)

MIIDpDCCAOygAWIBAGIESqimDTANBgkghkiGOwOBAQSFADBYMOswCQYDVQQGEWIV
UzEQMA4GA1UEChMHRW50cnVzdDEiMCAGA1UECxMZQ2VydGlmaWNhdGlvbiBBdXRo
b3JpdGllczEtMCsGAlUECXMkRW50cnVzdCBNYW5hZ2VKIFN1cnZpY2VzIES5GSSBS
b290IENBMBAXDTE2MTEXNJE2MzEWNEFOXDTI3MTIXNJE3MDEWNFowcJELMAKGALUE
BhMCVVMxEDAOBGNVBAOTBOVUdHI1c30xIjAGBgNVBASTGUNLcnRpZmlj YXRpb24g
QXV0aG9yaXRpZXMxLTArBgNVBASTIEVUdHI1c3QgTWFuUYWA1ZCBTZXJ2aWN1cyBO
RkkgUm9vdCBDQTCCASIWDQYJK0oZIhvcNAQEBBQADggEPADCCAQOoCggEBAL8fW2c5
Y1H3DBZcF5uwko+I1N9643gEgQ3PYUU/AtMzRBI1PFiipWRNyLYPoVaPYr6GUDsrl
TyvQ7LJID5uDOFPxWtGgggqcDGFPC8uOMBUvVTv)CMBUGwWISS5vrjfeWdmZ fsoGo+gX
3gHbCRmif/PywciYTnYhArPtM9tZ/9Nyaunpgrk0zKS0G7dgU+aagqW+BQKy8ss6t
1gbcD5HV51af6nl1TXJ0JrMChUmuUbhNfCp9e+TwS4LtqjPRL5D/pnUkzURy12F6/
53yZ0M51SJy9hxEnTYHA40mIp3yR2 £DEVI7Ug/ 6RBgyPS ] 1nWouDPDArD+G2yzTs
6tmcl10SDVWYVVUKCAWEAAANCMEAWDgYDVROPAQH/BAQDAGEGMASGALIUJEWEB/wQF
MAMBAf8wHQYDVROOBBYEFPrfIwHEquwj461vDTS1Dc85ZGVeMAOGCSgGSIb3DQER
CwUAA4TIBAQCcS5cuN1P+rF3KHR/UOWINC6YWLxf2ImQ2Zhv+ULPKczx/pZPELHXNzZ
kKAhTtjpxjpYuH8NHKUxphJEBCL7P7X92zM066Z5Rs03iwCCISEFfYYqIulxpBn8xuk
Fm3h6sblY1DiMgbQ4wgtNDPMnlvkBbosp2vsr6V5j5jrlCp/5e6tKuQuCH81Hg8X
5kCvImMZEzAf8aAH6pRV3pVswCyxBcPzGHMj4NSRrRFBb462+Sk5glGMA7roa]jPpR
Ht7COZNJr2QhWUGSQlavgaaRwYNyeBYuTID8Ihk+VIDdsISQPcor73GMpxK30zym

fDpTdQ0G0+5XayKnMi2NCLO6EPsLVEJJ

New Entrust 2017 Intermediate Certificate

New Entrust 2017 Intermediate CA certificate (provided for your reference). This certificate MUST be
obtained via authoritative sources (the End Entity certificate AIA field) and MUST BE installed in
Participating Systems inbound truststores and MUST be presented in Participating Systems outbound
trust chain. Please follow IT best practices and validate the authenticity and integrity of this certificate
before using it:

Serial Number: 4A:A8:B9:EA (1252571626)



MITH6DCCBtCgAWIBAgGIESgi56jANBgkghkiGOwOBAQsSFADBYMQOswCQYDVQQOGEwWJIV
UzEQMA4GA1UEChMHRW50cnVzdDEiMCAGA1UECxMZQ2VydGlmaWNhdGlvbiBBdXRo
b3JpdGllczEtMCsGAlUECXMkRW50cnVzdCBNYW5hZ2VKIFN1cnZpY2VzIES5GSSBS
b290IENBMB4XDTE3MDUXNJEOMzEzNVoXDTI3MTEXNJE1IMDE zZNVowcTELMAkKGA1UE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 IBHQYDVROgG
BIIBFDCCARAWDWYNYIZIAYb6a4FIAwOHATAPBglghkgBhvprgUgDCgcCMA8GDWCG
SAGG+muBSAMKBWMWDWYNYIZIAYb6a4FIAwOHBDAPBglghkgBhvprgUgDCgcFMA8G
DWCGSAGG+muBSAMKBWYwDWYNYIZIAYb6a4FIAwoHBzZAPBglghkgBhvprgUgDCgeI
MA8GDWCGSAGG+muBSAMKBwkwDWYNYIZIAYb6a4FIAwoHCIAPBglghkgBhvprgUgD
CgcLMAB8GDWCGSAGG+muUBSAMKBWWWDWYNYIZIAYb6a4FIAwWOHDTAPBglghkgBhvpr
gUgDCgcOMABGDWCGSAGG+mMuBSAMKBWSWDWYNYIZIAYb6adFIAwoHEDASBgNVHRMB
Af8ECDAGAQH/AgGEAMIIBWgY IKwYBBQUHAQEEggFMMI IBSDBOBggrBgEFBQCWAOZE
aHROcDovL25maXJvb3R3ZWIubWEuYWdA1ZC51bnRydXNOLmNvbS9BSUEVQ2VydHNJ
c3N1ZWRUbO5GSVIVL3RDQS5WwN2MwgcMGCCsGAQUFBZAChoG2bGRhcDovL25maXJv
b3RkaXIubWFuYWd1ZC51bnRydXNOLmNvbS9vdT1FbnRydXNOJTIwTWEUuYWdA1ZCUy
MFN1cnZpY2VzJITIwTkZJJITIwUm9vdCUYMENBLG91PUNlcnRpZmljYXRpb241MjBB
dXRob3JpdGllcyxvPUVudHI1c3QsYz1VUz9jQUNlcnRpZml jYXR102JpbmFyeSx7
cm9zcONlcnRpZmljYXR1UGFpcjtiaWbhenkwLgY IKwYBBQUHMAGGImMhOdHAG6Ly9u
ZmlvY3NwLmlhbmFnZWQuzW50cnVzdC5jb20wggGaBgNVHR8EggGRMIIBj TCB+qCB
96CB9IY5aHROcDovL25maXJvb3R3ZWIUbWFuUYWd1ZC51bnRydXNOLmNvbS9DUkxz

LO5GSVIVb3RDQTIuY3JshoG2bGRhcDovL25maXJvb3RkaXITubWEFuYWA1ZC51bnRy



dXNOLmNvbS9ibj1XaW5sDb21iaW51ZDIsb3U9RW50cnVzdCUyME1hbmEnZWQ1MjBT
ZXJ2aWN1lcyUyMESGSSUyMFJvb3Q1MIBDOSxvdT1DZXJ0aWZpY2F0aWwoudTIwQXV0
aG9yaXRpZXMsbzlFbnRydXNOLGMOVVM/Y2VydGlmaWNhdGVSZXZvY2F0aWouTGl z
dDtiaWbhecnkwgY¥29g¥qggYekgYQwgYExXCzAJBgNVBAYTA1VTMRAWDgYDVQQOKEWAE
bnRydXNOMSIwIAYDVQQLEx1DZXJ0aWZpY2F0aW9uIEF1dGhveml 0aWVvzMSOwKwYD
VQQLEYRFbnRydXNOIE1hbmFnZWQgU2VydmljZXMgTkZJIFJIvb3QgQOEXDTALBGNV
BAMTBENSTDEwWHwYDVRO jBBgwEFoAU+t8JAcSq7CPjrW8NNKUNzz1kZVAwHQYDVROO
BBYEFGb5JZiuy/vhjACEGASF/5NW6tamMAOGCSgGSIb3DQEBCWUAA4IBAQAYZB20
TF1b/g4Q/1+evgW05L9MxsayCR+sCXxpidCtYgeAXWGTTLIUbbR] 7vIWPGC/aanWr
Was8mRYsJSQRy35GZJ0cG8bkheled TaqmoALmw2DRaaolDKSJ6yQ+LARTOC+018IY
k5BcM6hLpQlm/30UYtvAS53AiwTMIVC1b7QK+e//4Z20wnDD23PdQXWiUQE9qd+vz3
L+ifgFE1jY6EqdKT6d1ZV116xt5gZrrdFlsblPZxuvnnmgl88/qwMd2zfcKTIanP
M+11Qt6jM2L3C+PTOBALt9XZyq3QwlRLfQWsaNcs0/fDOoJfHHWwOr 9 QmMLrBpWJp

TpVxA2WkITMFclBt

Specimen End Entity (Server) Certificate

The following is an example revoked and expired production server certificate for Carequality both in
Base64/DER format, and textual format. Note that the OCSP and CRL distribution points may need to be
added to your outbound firewall white list:

MITHZDCCBkygAwIBAgIESg909DANBgkghkiGOwOBAQsSFADBXMQswCQYDVQQOGEwWJIV
UzEQMA4GA1UEChMHRW50cnVzdDEiMCAGA1UECxMZQ2VydGlmaWNhdGlvbiBBdXRo
b3JpdGllczEsSMCoGAlUECxMjRW50cnVzdCBORkkgTWVkaXVtIEFzc3VyYW5)ZSBT
UlAgQOEWHhcNMTcwNjAYyMTMwNz I 5SWheNMTgwNjAyMTMzNz I 5WiBWMQswCQYDVQQG
EwJVUzZEQMA4GA1UEChMHSEhTLU90QzEUMBIGA1UECXMLQOFSRVFVQUxJVFkxHzAd
BgNVBAMTFmhpZXByb20QwMS50aWV0ZXhhcy5vemecwggEiMAOGCSgGSIb3DOEBAQUA
A4TIBDWAWgQEKAOIBAQCkyYgSLLJ+b1YrUtRvUF01mfI/RRJGOKU+3+dIkt8c8TZM
msJVD48geCao0HazgP2byhskUyjrJd98uZmGChCPS48DCaBySLGg3NQxk02Kno2ip
T+ZDjDDXHVIHe fWEPM]gHWDENGQQCcK3d4 6avgp43tol jB1Kmd6NYHt cE4Y65RNwk

qU+0OCd8XwVR6NnYWAVoGkxkZ5yYrHogjHMI /hQ4ohzSUZRsPH3IxtUuqd2P1iHUXS



/paVJOAexRaT6IWeES50Adiukrul,PxuDDFBEQfZjYhvP9GHHA4YJksY7P2zfUDsQsa
0O/FJIXhZxWdMw3of4uooXyncePrYumSh4NWxrAfIXAgMBAAG)ggQdMI IEGTAOBgNV
HQ8BAf8EBAMCBaAWEQYJYIZIAYb4QgEBBAQDAgGhAMIIBaAYIKwYBBQUHAQEEggFEFa
MIIBVjCBxwYIKwYBBQUHMAKGgbpsZGEFwOi8vbmZpbWVkaXVtc3NwZGlyLmlhbmFn
ZWQuZW50cnVzdC53b20vb3U9RWS50cnVzdCUyMESGSSUYME11ZG11bSUyMEFzc3Vy
YW59 ZSUyMFNTUCUYMENBLG91PUN1cnRpZmljYXRpb241MjBBdXRob3JpdGlleyxv
PUVudHJ1c3QsYz1VUz9jQUNlcnRpZml jYXR102JpbmFyeSxjcm9zcONlcnRpZmlj
YXR1UGFpcjtiaWShecnkwiWgYIKwYBBQUHMAKGTmMhOdHAGLYy9uZmltZWRpdWlzc3B3
ZWIUbWFuYWd1ZC51bnRydXNOLmNvbSI9BSUEVQ2VydHNJc3N1ZWRUbO5GSU11Z2G11
bVNTUENBLNnA3YzAuBggrBgEFBQcwAYYiaHROcDovL25maW9jc3AubWFuYWd1lZC51
bnRydXNOLmNvbTAaBgNVHSAEEzZARMA8GDWCGSAGG+muBSAMKBWMwKQYDVRORBCIw
IIYeSFRUUDoOVL1dXVy5DQVJIFUVVBTE1UWSS5PUkcvVJAXMITIBrAYDVROfBIIBozCC
AZ8wggEKoIIBBgCCAQKGQ2hOdHAGLYUZmltZWRpdW1zc3B3ZWIubWFuYWd1ZC51
bnRydXNOLmNvbSO9DUkxzLO5GSULIFRE1VTVNTUENBMSSjcmyGgbpsZGFwOi8vbmZp
bWVkaXVtc3NwZGlyLmlhbmEnZWQuzZzW50cnVzdC53b20vY249V21uQ29tY¥YmluZWQx
LG91PUVUdHJI1c3Q1MjBORkk1IMIBNZWRpdAWO1MiBBc3N1cmFuY2UIMjBTULIAIM]BD
QSxvdT1DZXJ0aWZpY2F0aWouJTIwQXV0aG9yaXRpZXMsbz1l FonRydXNOLGMIVVM/
Y2VydGlmaWNhdGVSZXZvY2F0aWOuTGlzdDtiaWbhenkwgY6ggYuggYikgYUwgYIx
CzAJBgNVBAYTA1VTMRAWDgYDVQOKEWAFbnNRydXNOMSIwIAYDVQQLEx1DZXJ0aWZp
Y2F0aW9uIEF1dGhveml 0aWVzMSwwKgYDVQQLEYNFbnRydXNOIESGSSBNZWRpdWOg
QXNzdXJhbmN1IFNTUCBDQTEPMAOGAIUEAXMGQ1 IJMM]cS5MCsGALIUdEAQKMCKADzZIwW
MTcwNJAYMTMwNz I SWoEPMjAXODAYMTMwMTM3M]j1aMB8GA1UdIwQYMBaAFGb5JZiu
v/vhjACEGASF/5NW6tamMBOGAL1UADgQWBBT fVooxZLqy81Mt1S1glpS/udafYDAJ
BgNVHRMEAJAAMBKGCSQGSIb2 fQdBAAQMMAOLBEY 4L IDAGOOMAOGCSGGSIb3DQER
CwUAA4TIBAQCZrgIxuE8FOVpzttAQ7grgUX0OG2KxLTnvHLPMJ1KIiNSseaPzdtkdU
G8gtx983A+GAgRx1KOBH7ZFQz+q2RHpZ 6K8VurHDru3jCkn8TmCiuP+2EwIMOSv5
NgBurCXzfPsSu+ObRfhpdklAiB6E1FyrNgjwaSDrl1FEz1F21EzCIJMnuR1AIXNsab
XA/XeAASCIXHZur2StmDTiNSUVIFPIY4HyfBglARIDWyZw/RT54+aR1940eY/I/f
IpQ3wVIMK14pbMo4EtABKOT10VaiZKLLG]Z76kCtbgx9gjoNVPalTESGMYUr/nFu

50IQBi8A0OMIZ5s6A6QCXxcS3N8Leyl5R



The figure below illustrates the recommended trust chain for Carequality production certificates. Note
that this is a three-level trust chain.

r N

Certificate P4

Certification Path

Certification path

[ Entrust Managed Services NFI Root CA
-5 Entrust NFI Medium Assurance SSP CA

View Certificate

Carequality Standard certification path configuration.



Under the recommended configuration, the gateway root keystores will now have an Entrust Root CA
certificate hashed by SHA-256 (with serial number: 4A:A8:A6:0D/1252566541). Also, intermediate
keystores will have the Entrust intermediate (a.k.a. subordinate or signing CA) certificate (serial number:
4A:A8:B9:EA/1252571626) which is signed by the Entrust root certificate. Both of these certificates
contain keys that were put into operational use on approximately June 1%, 2017 and are thus not
interoperable with the prior certificates unless the prior certificates are also installed. The figure below
depicts the required outbound trust chains and inbound truststores:

Visual representation of the recommended truststore and keystore configurations.

AlA Issuing CA Certificate File Locations

The AIA file located at the following link contains both the old and new Subordinate CA certificates and is
found, authoritatively, in Participating Systems’ Sequoia-issued End Entity certificates:

http://nfimediumsspweb.managed.entrust.com/AIA/CertsIssuedToNFIMediumSSPCA.p7c

CRL and OCSP Access Points

In order for Participating Systems to check for revoked or suspended certificates, it may be necessary to
allow for outbound access to the CRL distribution point or the OCSP responder network access point.
These two URIs MUST be authoritatively obtained from Participating Systems’ End Entity certificate
extension attributes, but they are listed below for your reference:

X509v3 CRL Distribution Point:

http://nfimediumsspweb.managed.entrust.com/CRLs/NFIMEDIUMSSPCA1.crl

OCSP: http://nfiocsp.managed.entrust.com

(end of file)



